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Objectives

• Review the church’s emphasis on Transparency and 
Accountability

• Understand meaning and requirements for fraud risk 
management

• Identify inherent risks and possible risks 
• Understand the 5 components for managing risk
• Develop skills to formulate own risk management 

policy
• Perform risk assessment





Transparency

To see through, nothing hidden, and is 
associated with honesty, openness, and 

trustworthiness

Transparency and Accountability, page 11



Accountability

Capable of being explained; a statement 
explaining one’s conduct (account)

Miriam-Webster.com



Report to Governance (RTG) extract



Why fraud risk management so important?

• Administrator used own bank account to receive 
organizational funds

• Treasurer opened bank account but did not record 
the account in the books

• Accountants colluded with supplier to include tax on 
non-taxable goods for kickback

• Student accountant issued fake receipts and pocketed 
the money received

• Construction project budget quadrupled but building 
was incomplete



Fraud
Misappropriation of assets
Fraudulent financial reporting

Fraud is any intentional act 
or omission designed to 
deceive others, resulting in 
the victim suffering a loss 
and/or the perpetrator 
achieving a gain
COSO Fraud Risk Management Guide Executive 
Summary



Who is responsible for 
managing fraud risk?
See it.  Say it.  Do it

The board of directors and 
top management and 
personnel at all levels of the 
organization — including 
every level of management, 
staff, and internal auditors 
— have responsibility for 
managing fraud risk.
COSO Fraud Risk Management Guide Executive 
Summary



COSO
Framework



Transparency 
and 

Accountability 
page 126



COSO 
Framework 
Components 
and Principles
COSO Fraud Risk Management Guide



COSO Risk Assessment



Key principles: Managing fraud risk
Establish a fraud risk management program Control 

Environment
Perform comprehensive fraud risks 
assessments

Risk Assessment

Select, develop, and deploy preventive and 
detective fraud control activities 

Control Activities

Establish a communication process to obtain 
information about potential fraud 

Information & 
Communication

Select, develop, and perform ongoing 
evaluations of fraud risk assessment 

Monitoring 
Activities



Who uses the Fraud Risk Assessment?

• Governing committees, including audit committee
• Senior management
• Other management and other personnel
• Internal auditors
• Independent audits/GCAS
• Other professional organizations
• Educators



What does GCAS look for?

• Present – Has management and the governing 
committee developed a fraud risk assessment?

• This should be formally documented, reviewed and 
approved by the governing committee, and 
reviewed/updated regularly for changes in operating 
environment

• Functioning – Is it working as it was designed?



Where do I start?



Where do I start?

• Fraud Triangle
• Areas of risk

• Known
• Possible

• Brainstorming risks with ALL levels
• Other risks

• Cyber security 
• Bribes/corruption
• Legal misconduct
• Reputational 



Why brainstorm?

• Improve communication and awareness about fraud
• Identify where the organization is vulnerable to fraud 

and what activities put it at the greatest risk
• Know who puts the organization at risk
• Develop plans to mitigate risk
• Develop techniques to investigate and determine if 

fraud has occurred in risk areas
• Assess anti-fraud controls
• Comply with regulations and professional standards



Risk management in action

What is the likelihood 
of the risk?

What is the 
significance of the 
risk?

What are the 
departments or 
people involved?

What is the Fraud risk 
score (likelihood * 
significance)?

What are the detective 
and preventive 
controls in place?

What is the Response 
plan?



Risk Assessment : Likelihood 



Risk assessment: Significance



Other considerations…

A SMALL fraud can have 

CATASTROPHIC
results



Control effectiveness and residual risk



Dealing with residual risk - example

Control risk rating Residual rating Fraud risk response
5 low Do nothing, controls are sufficient

4 low
Awareness of other lifestyle issues such as illness, 
bankruptcies

3 medium

Rotation of responsibilities of employees, check if 
bank reconciliations have signed by preparer and 
reviewer

2 high

Background checks to look for relationships between 
vendors and management, review conflict of 
interests declarations, review contracts with lawyers

1 high
Use data analytics, to identify anomalies, re-perform 
bank reconciliations



Preventive vs. Detective Controls

• Preventive controls – Designed to avoid a 
fraudulent event or transaction at the time of 
initial occurrence

• Detective controls – Designed to discover a 
fraudulent event or transaction after the initial 
processing has occurred



Risk assessment matrix



Reporting process
A reporting process should be in place to solicit input on potential 
fraud, and a coordinated approach to investigation and corrective 
action should be used to help ensure potential fraud is addressed 
appropriately and timely

It is essential that any violations, deviations, or other breaches of the code of 
conduct or controls, regardless of where in the organization, or by whom, they 
are committed, be reported and dealt with in a timely manner. Appropriate 
punishment must be imposed, and suitable remediation completed. The board 
should ensure that the same rules are applied at all levels of the organization, 
including senior management 

Receive the allegation, Evaluate the allegation, Investigation protocols 
available, conduct the investigation, report the results, corrective action



Allegations disposition



Fraud risk management model



Developing a Fraud Risk Assessment

• Executive Summary
• Summary of Fraud Control Strategies
• Fraud Risk Management
• Procedures for Reporting Fraud
• Employment Conditions
• Conflict of Interest
• Procedures for Fraud Investigation
• Review of Fraud Control Arrangements



Conclusion

…It is imperative for leaders to promote 
and design the most appropriate 
systems that will safeguard the 

resources which are used to support the 
mission of the Church.

Transparency and Accountability, page 127



…Lastly

Finally, brothers, whatever is true, whatever is noble, whatever 
is right, whatever is lovely, whatever is admirable – if anything is 
excellent or praiseworthy – think about such things.
Philippians 4:8

Do nothing out of selfish ambition or vain conceit, but in 
humility consider others better than yourselves.  Each of you 

should look not only to your own interests, but also to the 
interests of others.

Philippians 2:3, 4



Questions?

JoJean Birth
Associate Director
BirthJ@gcasconnect.org
www.gcasconnect.org

mailto:BirthJ@gcasconnect.org
http://www.gcasconnect.org/
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